Conditional Access
Workshop
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Robust security and controls to protect ..
your most sensitive resources

Everyday unauthorized users attempt to gain access to
sensitive materials.

Malicious users and outside agents are constantly
attacking organizations. As these threats continue to
become more advanced and complex, there needs to
be a way to safeguard your data. In this workshop,
learn how to protect your environment while also
making it easier for authorized users to access content
after they have verified their identity.
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Agenda

Lecture: Introduction with an overview of the session agenda and introduction to Conditional Access
[30 Mins]

Lecture: Review how Conditional Access works and what it does to help protect your environment
from unauthorized access. [60 Mins]

CA Lab: See how users are challenged for verification based on the service they are accessing and
where they are accessing from. [60 Mins]

Lecture: See the integration of conditional access with advanced security products and its ability to
work with 3rd parties as well. [60 Mins]

CA Lab: See the experience and configuration for different identities with different risks and how they
are allowed or denied access to corporate services and content. [60 Mins]
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