
Help your organization secure 

collaboration and communication

Contact: training@synergyadvisors.biz

Secure Collaboration Using 

Microsoft Teams - Workshops

Experience how you can optimize security while

maximizing collaboration in your organization using

Microsoft Teams in this 300-level workshop. We show

you how to provide defense-in-depth to your users,

applications, devices, and information in Teams. In a

series of modularized lectures and hands-on labs, our

expert consultants help you understand the tools and

best practices you can use to secure the platform. We

ensure that you are maximizing your security

investment, show you how you can use compliance in

teams, how you can secure your devices, and more.

Learn and experience how

Microsoft Teams can

provide the best end-to-

end secure collaboration

environment to satisfy our

organization privacy:

- Data Governance

- Information Protection

- Application Conditional

Access

- Work better together

• Who Should Attend?

• 1st line workers

• IT Pros

• Training Length?

• 1 - 3 Days

• Location

• Remote /

• On-Site
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Contact: training@synergyadvisors.biz

Secure Collaborations 

using Microsoft Teams - Workshops

Agenda

Key Solutions Components
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• Secure your 
conversations. 

• Protect your 
documents in teams. 

• Eliminate usage of 
unauthorized apps.

• Defend users against 
advanced threats.

• Restrict the flow of 
sensitive information 
outside the 
organization.

• Track user activity 
and spot anomalous 
usage. 

• Leverage Microsoft’s 
robust malware 
detection.

• Teamwork and 
collaboration tools with 
built-in security.

• Meet compliance 
requirements.

• Streamline governance by 
defining naming convention 
and expiration policies. 

• Automate data retention 
policies.

• Classify data according to 
organizational taxonomy. 

• Robust data center controls 
and encryption.

• Certified compliance of 
datacenters.

• Enable Office 365 to search 
and render encrypted 
contents.

• Security features 
are natively 
integrated with 
Teams to eliminate 

• Centralize online file 
storage and 
document sharing.

• Easily keep track of 
conversations with 
persistent chat and 
messaging. 

• Easily share file with 
co-workers, outside 
contractors and 
suppliers securely.

40% Hands-on-Labs

50% Tool Deployment

10% Uses Cases 
Discussions


